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Safety+ 提升功能安全的生产效率
贝加莱推出了一种独特的开放式安全功能编程方法
	新的开放式数据架构可实现灵活、透明的编程
	利用第三方工具和平台实现更高效的流程
	更灵活地选择编程语言和数据类型
在今年的纽伦堡 SPS 展会上，ABB 旗下的贝加莱推出了 Safety+，这是一种创新的开放式安全功能编程方法。开发人员现在也可以将最新的软件工程工具和方法用于安全应用。带有数字指纹的创新数据结构使源代码可以自由访问，同时也满足了功能安全的特殊要求。通过这种方式，贝加莱克服了从前阻碍安全编程创新的障碍。
安全编程灵活而透明
“通过Safety+，我们首次为客户提供了开放式编程系统，使他们能够使用标准编程中熟悉的先进工具和方法。”贝加莱安全技术产品经理Franz Kaufleitner解释说， “安全应用的开发可以更加高效和灵活。”
有三大特点使得安全的应用编程效率得以提升：创新的数据架构、灵活的语言选择和数据类型，以及标准编程工具和流程的使用。
每个文件都有数字指纹
Safety+ 的一个主要新特性是创新的数据架构。数据以可自由访问的格式存储，每次更改都会记录在案。源文件以 XML 或 JSON 等格式存储在基于文本的开放式代码库中。为确保程序代码在开放状态下的完整性，每个文件都会被赋予一个数字指纹，并在发生变化时显示出来。辅以详细的元数据，更改内容、更改时间和更改人都是完全公开的。
安全编程系统的新特点是，这些元数据不仅涉及整个安全应用程序。现在，工程师可以跟踪每项更改，直至功能块和参数集级别，从而可以更有针对性地优化代码。这使得安全功能的工程设计更加灵活，从而更容易适应不断变化的用户需求。
标准提高编程效率
除了新的数据架构外，Safety+ 新的开放性还允许工程师使用第三方工具和平台创建和管理安全应用程序。"通过将安全编程集成到 GitHub 和 Jenkins 等常用工具中，开发人员可以高度灵活地开展工作，"Kaufleitner 说。"这简化了开发流程，也促进了开发人员社区内的合作与交流。"
命令行界面（CLI）可用于自动生成构建和持续集成，允许开发人员在headless 模式下直接与软件交互，并高效处理程序代码。
更多编程选项和数据类型
作为第三大创新，Safety+ 还提供了新的编程语言选择自由度，并在使用数据类型编程时允许针对特定应用的微调。以前，开发人员在选择功能安全应用的编程语言和数据类型时受到限制，这对开发时间和灵活性产生了负面影响。
Safety+ 为工程师提供了更广泛的编程选项，包括功能块、梯形图和结构化文本。Safety+ 消除了以前对数据类型的限制，支持数组、结构体和实际数据类型等元素，这些都是非安全编程的标准数据类型。"通过 Safety+，我们为开发人员提供了创建创新、高效安全解决方案所需的自由度"，Kaufleitner 强调说。"我认为，当我们谈论安全功能编程的一场小革命时，这并不夸张。”
以前，在功能安全应用工程系统中使用的是加密专有文件系统。虽然这些系统保护了应用程序免受未经授权的更改，但它们也限制了提高生产率的通用软件工具和方法的使用。
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Safety+ 为工程师提供用于编程的标准生产力工具。(图片来源：贝加莱）



关于贝加莱
贝加莱是一家总部位于奥地利并在全球拥有分公司的创新型自动化企业。2017年7月，贝加莱成为ABB集团的机械自动化事业部。作为工业自动化领域的全球领导者，贝加莱将前沿技术与领先工程相结合，为几乎每个行业的客户提供面向机器与工厂自动化、运动控制、HMI和集成安全技术的完整解决方案。借助于OPC UA、POWERLINK、openSAFETY等工业物联网通信标准，以及强大的Automation Studio软件开发平台，贝加莱不断重新定义自动化工程的未来。受简化流程和超出客户预期的承诺驱动，贝加莱始终保持创新精神并处于工业自动化领域的前沿。
获取更多信息，请访问www.br-automation.com。
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